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Abstract: This document provides the evaluation and conclusion for KI#3 regarding the control of UE's access to 5GS via a wireless access backhaul.
1. Discussion
This document tries to add the evaluation and conclusion for KI#3. 
KI#3 in TS 23.700-06 is for controlling of UE's access to 5GS via a wireless access backhaul:
	[bookmark: _Hlk165991164]5.3	Key Issue #3: Control of UE's access to 5GS via a wireless access backhaul
This key issue is to investigate efficient control of UE access to MWAB. In particular, the following aspects should be addressed:
-	Whether and how to enhance the existing CAG mechanism to control and manage the access of a UE via MWAB.
NOTE 1:	Support of legacy UE(s) shall be considered.
NOTE 2:	Aspects related to RAN need to be coordinated with RAN WGs.



By now there are three solutions related to KI#3, namely:
- Solution #1: Architecture enhancements to support MWAB operations;
- Solution #6: Reusing CAG mechanism for managing UE's access to MWAB-gNB;
- Solution #7: Architecture enhancement to support MWAB-gNB for SNPN;
Solution #1 proposes to reuse the mechanism defined for Rel-18 VMR, i.e., for CAG capable UE, CAG ID can be reused for control the access to the MWAB, if the MWAB is configured by OAM of PLMN 2 to broadcast CAGs.
Solution #6 proposes to reuse the existing CAG mechanism defined by NPN for managing UE's access to MWAB-gNB. 
Solution #7 suggests to use a dedicated SNPN ID to control the UE to access the MWAB-gNB.

In addition, based on the moderated email discussion, it seems that:
-	"Most company agreed to reuse the existing CAG mechanism (as defined in Rel-18) as an optional method for managing UE’s access to MWAB-gNB."
-	"Most companies agreed that existing SNPN control mechanism to manage the UE’s access to MWAB-gNB, in case it is serving a SNPN."
Observation 1: There is no major comments on reusing the existing NPN mechanisms to manage the UE’s access to MWAB-gNB.
Proposal 1: it is proposed to reuse existing CAG mechanism (as defined in Rel-18) as an optional method for managing UE’s access to MWAB-gNB, in case it is serving a PNI-NPN. 
Proposal 2: it is proposed to reuse existing SNPN control mechanism to manage the UE’s access to MWAB-gNB, in case it is serving a SNPN. 
 2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-06.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc157667978][bookmark: _Toc164709233][bookmark: _Toc164783215][bookmark: _Hlk165384206]7	Evaluation
Editor's note:	This clause provides the evaluations of the solutions of clause 6.
7.3	KI#3 Evaluation
By now there are three solutions related to KI#3, namely:
-	Solution #1: Architecture enhancements to support MWAB operations;
-	Solution #6: Reusing CAG mechanism for managing UE's access to MWAB-gNB;
-	Solution #7: Architecture enhancement to support MWAB-gNB for SNPN;
Solution #1 proposes to reuse the mechanism defined for Rel-18 VMR, i.e., for CAG capable UE, CAG ID can be reused for control the access to the MWAB, if the MWAB is configured by OAM of PLMN 2 to broadcast CAGs.
Solution #6 proposes to reuse the existing CAG mechanism defined by NPN for managing UE's access to MWAB-gNB. 
Solution #7 suggests to use a dedicated SNPN ID to control the UE to access the MWAB-gNB.
Table 7.3-1:  Summary of the solutions of KI#3
	Solutions
	Requirements on MWAB-gNB
	Controlling of the access of UE
	Impact to current procedures

	Solution #1
	(Existing mechanism)
MWAB is configured by its serving PLMN OAM to broadcast CAGs.
	(Existing mechanism)
UE is CAG capable: using CAG to control;

	No.

	Solution #6
	(Existing mechanism)
MWAB is configured either during the communication with its serving PLMN OAM of or (pre-)configuration mechanism.
	(Existing mechanism)
UE is CAG capable: using CAG to control;
UE is not CAG capable: other existing mechanisms e.g., forbidden Tracking Area; 

	No.

	Solution #7
	(Existing mechanism)
MWAB is configured List of NIDs per PLMN ID (and others as in clause 5.30.2.2 of TS 23.501 [2])

	(Existing mechanism)
UE is SNPN capable: using SNPN ID;
	No.



Note that all candidate solutions are considered as free of procedure impact. 
* * * * Second change * * * *
[bookmark: _Toc164709237][bookmark: _Toc164783219]8.3	KI#3 Conclusion
Editor's note:	This clause provides the conclusions for KI#3.
The following conclusions are reached as baseline for normative work to support the control of UE's access to 5GS via a wireless access backhaul:
-	In case if MWAB-gNB is serving a PNI-NPN, the existing CAG mechanism (as defined in Rel-18) as an optional method is reused to manage the UE's access to MWAB-gNB.
-	In case if MWAB-gNB is serving an SNPN, the existing SNPN control mechanism is reused to manage the UE's access to MWAB-gNB.
-	SNPN ID and GIN can be used to control the access of the UE in mixed gNB and MWAB-gNB cases;
-	In case the UE does not support functionalities regarding PNI-NPN and SNPN, or PNI-NPN/SNPN are not deployed by the network, the NG-RAN and 5GC are allowed to use other existing mechanisms e.g., forbidden Tracking Area, to manage its access control to MWAB-gNB.
* * * * End of changes * * * *
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